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1
COOPERATIVE DATA TRANSPORT

BACKGROUND

Networks, such as wireless cellular networks, do not
provide unlimited bandwidth. An application running that
uses communication with a remote computer system over a
network may be slowed or may not run correctly due to
limited available network bandwidth. Further, a cost may be
associated with transmitting data over a network. In some
situations, the smaller the amount of data transmitted over
the network, the lower the cost is to a user. Decreasing the
amount of data exchanged over a network can permit the
application to run faster, more efficiently, and/or save a user
money.

SUMMARY

Systems, methods, devices, apparatuses, and computer
program products are described for cooperative data trans-
port. An example of a mobile device configured for coop-
erative data transport includes a processor, configured to
analyze a first set of shared data. The first set of shared data
may be received via a first wireless network using a first
communication technique. The mobile device may be con-
figured to be in communication with at least one other
mobile device. The first set of shared data may be common
to an application running on at least one other mobile device.
The processor may be configured to determine that the first
set of shared data is to be shared with the at least one other
mobile device. The processor may be configured to analyze
a first set of private data. The first set of private data may be
intended for the mobile device. The first set of private data
may be received via the first wireless network. The proces-
sor may be configured to determine that the first set of
private data is not to be shared with the at least one other
mobile device. The processor may be configured to cause the
first set of shared data to be transmitted via a second
communication technique to the at least one other mobile
device. The first communication technique and the second
communication technique may be different communication
techniques.

Embodiments of such a mobile device may include one or
more of the following: the first network is a wireless cellular
network and the second communication technique utilizes a
local wireless network; the mobile device utilizes an IP
address of the at least one other mobile device; the mobile
device serves as a wireless access point for the at least one
other mobile device; shared data is communicated over a
multipath transport connection between a gaming server and
the mobile device, the multipath transport connection com-
prising a first path that utilizes the first communication
technique and a second path via the at least one other mobile
device that utilizes the second communication technique;
private data is communicated over a multipath transport
connection between a gaming server and the mobile device,
the multipath transport connection comprising a first path
that utilizes the first communication technique and a second
path via the at least one other mobile device that uses the
second communication technique; a second set of private
data intended for the at least one other mobile device is in
an encrypted form when the second set of private data is
analyzed by the mobile device; the second communication
technique comprises use of a local wireless protocol; the
mobile device comprises a cellular phone; the mobile device
further comprises: a first wireless communication interface
configured to communicate using the first communication
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technique and a second wireless communication interface
configured to communicate using the second communica-
tion technique.

An example of a method for cooperative data transport
may include receiving, by a first mobile device, via a first
wireless network, a first set of shared data. The first set of
shared data may be common to an application running on a
plurality of mobile devices. The first wireless network may
utilize a first communication technique. The plurality of
mobile devices may comprise the first mobile device and a
second mobile device. The method may include determin-
ing, by the first mobile device, the first set of shared data is
to be transmitted to each other mobile device of the plurality
of mobile devices. The method may include receiving, by
the first mobile device, via the first wireless network, a first
set of private data. The first set of private data may be
intended for the first mobile device. The first set of private
data may not to be shared among the plurality of mobile
devices. The method may include determining, by the first
mobile device, the first set of private data is not to be
transmitted to each other mobile device of the plurality of
mobile devices. The method may include transmitting, by
the first mobile device, via a second communication tech-
nique, the first set of shared data to each other mobile device
of the plurality of mobile devices. The first communication
technique and the second communication technique may be
separate communication techniques.

Embodiments of such a method may include one or more
of the following: receiving, by the first mobile device, via
the first wireless network, a second set of private data,
wherein the second set of private data comprises an indica-
tion that the second set of private data is intended for the
second mobile device; transmitting, by the first mobile
device, via the second communication technique, the second
set of private data to the second mobile device; the first
mobile device utilizes an IP address of the second mobile
device; the first mobile device serves as a wireless access
point for the second mobile device; shared data is commu-
nicated over a multipath transport connection between a
gaming server and the first mobile device, the multipath
transport connection comprising a first path via the first
communication technique and a second path via the second
communication technique; private data is communicated
over a multipath transport connection between a gaming
server and the first mobile device, the multipath transport
connection comprising a first path via the first communica-
tion technique and a second path via the second mobile
device and the second communication technique; a second
set of private data intended for the at least one other mobile
device is in an encrypted form when the second set of private
data is analyzed by the mobile device; receiving, by the
second mobile device, via a third wireless network, a second
set of shared data, wherein the second set of shared data is
to be shared among the plurality of mobile devices; trans-
mitting, by the second mobile device, via the second com-
munication technique, the second set of shared data to each
other mobile device of the plurality of mobile devices; a
ratio of the size of the first set of shared data to the size of
the second set of shared data is at least partially based upon
a ratio of bandwidth between the first mobile device and the
first wireless network and bandwidth between the second
mobile device and the second communication technique; the
third wireless network and the first wireless network are the
same wireless network; the first network is a wireless
cellular network and the second communication technique
utilizes a local wireless protocol; the second communication
technique uses a local wireless network; and the cooperative
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data transport allows a game to be played between users
operating the first mobile device and the second mobile
device.

An example of an apparatus for cooperative data transport
may include a first means for receiving, via a first commu-
nication technique, a first set of shared data and a first set of
private data. The first set of shared data may be common to
an application running on at least one other apparatus. The
apparatus may include a second means for analyzing the first
set of shared data and the first set of private data. The first
set of shared data may be shared with at least one other
apparatus. The first set of private data may not be shared
with at least one other apparatus. The apparatus may include
a third means for determining whether to share the first set
of shared data or the first set of private data. The first set of
private data may be determined not to be shared with the at
least one other apparatus. The first set of shared data may be
determined to be shared with the at least one other apparatus.
The apparatus may include a fourth means for transmitting,
via a second communication technique, the first set of shared
data to the at least one other apparatus. The first communi-
cation technique and the second communication technique
may be separate communication techniques.

Embodiments of such an apparatus may include one or
more of the following: an amount of shared data received by
the apparatus is at least partially based upon bandwidth
between the apparatus and a first wireless network; the
apparatus utilizes an IP address of the at least one other
apparatus; the apparatus serves as a wireless access point for
the at least one other apparatus; the first communication
technique uses a wireless cellular network and the second
communication technique uses a local wireless network; the
first means is further configured for receiving, via the first
communication technique, a second set of private data,
wherein the second set of private data comprises an indica-
tion that the second set of private data is intended for another
apparatus; the fourth means is further configured for trans-
mitting, via the second communication technique, the sec-
ond set of private data to another apparatus; and the appa-
ratus allows a game to be played between a first user
interacting with the apparatus and a second user interacting
with another apparatus in communication with the apparatus
via the second communication technique.

An example of a computer program product for coopera-
tive data transport residing on a non-transitory processor-
readable medium and comprising processor-readable
instructions may include instructions to analyze a first set of
shared data received via the first wireless network. The first
wireless network may use a first wireless technique. The first
set of shared data may be shared among a plurality of mobile
devices. The plurality of mobile devices may comprise the
first mobile device and a second mobile device. The first set
of shared data may be common to an application running on
the plurality of mobile devices. The instructions may also
include instructions to determine that the first set of shared
data is to be shared among the plurality of mobile devices.
The instructions may also include instructions to analyze a
first set of private data received via the first wireless net-
work. The first set of private data may be intended for the
first mobile device. The first set of private data may not be
shared among the plurality of mobile devices. The instruc-
tions may also include instructions to determine that the first
set of private data is not to be shared among the plurality of
mobile devices. The instructions may also include instruc-
tions to cause the first set of shared data to be transmitted,
via a second wireless technique, to each other mobile device
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4

of the plurality of mobile devices. The first wireless tech-
nique and the second wireless technique may be different
wireless techniques.

Embodiments of such a computer program product may
include one or more of the following: an amount of shared
data analyzed by the processor is at least partially based
upon bandwidth with the first wireless network; the second
communication technique uses a local wireless protocol;
instructions to analyze a second set of private data received
via the first communication technique, wherein the second
set of private data comprises an indication that the second set
of private data is intended for the second mobile device;
instructions to cause the second set of private data to be
transmitted, via the second communication technique, to the
second mobile device; and the computer program product
functions in conjunction with a game to be played between
a first user operating the first mobile device and a second
user operating the second mobile device.

An example of a system for cooperative data transport
may include a computer system, configured to determine a
first set of shared data is to be shared among a plurality of
mobile devices. The first set of shared data may be common
to an application running on the plurality of mobile devices.
The computer system may be configured to transmit, via a
first wireless network, the first set of shared data to a first
mobile device. The plurality of mobile devices may com-
prise the first mobile device. The first set of shared data may
comprise an indicator that indicates the shared data is to be
shared among the plurality of mobile device. The computer
system may be configured to determine a first set of private
data is intended only for the first mobile device. The
computer system may be configured to transmit, via the first
wireless network, the first set of private data to the first
mobile device.

Embodiments of such a system may include one or more
of the following: the remote computer system is configured
to select, from the plurality of mobile devices, the first
mobile device to receive the first set of shared data at least
partially based on a first amount of bandwidth between the
first mobile device and the remote computer system com-
pared with a second amount of bandwidth between a second
mobile device of the plurality of mobile devices and the
remote computer system; the remote computer system is
further configured to determine a second set of private data
is intended for a second mobile device of the plurality of
mobile devices but that second set of private data is to be
transmitted to the first mobile device, and transmit the
second set of private data to the first mobile device; the first
mobile device, configured to analyze the first set of shared
data, wherein the first set of shared data is received via the
first wireless network using a first communication tech-
nique; the first mobile device is configured to determine that
the first set of shared data is to be shared among the plurality
of mobile devices; the first mobile device is configured to
analyze the first set of private data, wherein the first set of
private data is intended for the first mobile device, and the
first set of private data is received via the first wireless
network; the first mobile device is configured to determine
that the first set of private data is not to be shared with the
plurality of mobile devices, and the first mobile device is
configured to transmit the first set of shared data via a second
communication technique to other mobile devices of the
plurality of mobile devices, wherein the first communication
technique and the second communication technique are
different communication techniques; a second mobile
device, configured to receive the first set of shared data from
the first mobile device via the second communication tech-
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nique; the remote computer system is further configured to
determine a second set of shared data is to be shared among
the plurality of mobile devices, wherein the second set of
shared data is common to the application running on the
plurality of mobile devices; the remote computer system is
configured to transmit, via a second wireless network, the
second set of shared data to the second mobile device,
wherein the plurality of mobile devices comprises the sec-
ond mobile device; the remote computer system is config-
ured to determine a second set of private data is intended
only for the second mobile device; and transmit, via the
second wireless network, the second set of private data to the
second mobile device; the second mobile device is further
configured to analyze the second set of shared data, wherein
the second set of shared data is received via the second
wireless network using a third communication technique;
the second mobile device is configured to determine that the
second set of shared data is to be shared among the plurality
of mobile devices; the second mobile device is configured to
analyze the second set of private data, wherein the second
set of private data is intended for the second mobile device
and the second set of private data is received via the second
wireless network; the second mobile device is configured to
determine that the second set of private data is not to be
shared with the plurality of mobile devices; and the second
mobile device is configured to transmit the second set of
shared data via the second communication technique to
other mobile devices of the plurality of mobile devices.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a schematic diagram of a cooperative data
transport system.

FIG. 2 is a schematic diagram of another cooperative data
transport system.

FIG. 3 is a block diagram of a cooperative data transport
system with various communication system layers.

FIG. 4 is a block flow diagram of a method for handling
data by a device of a cooperative data transport system.

FIG. 5 is a block flow diagram of another method for
handling data by a device of a cooperative data transport
system.

FIG. 6 is a block flow diagram of a method for providing
a remote computer system with an indication of the char-
acteristics of a cooperative data transport system.

FIG. 7 is a block diagram of a computer system.

DETAILED DESCRIPTION

An application running on a first mobile device (e.g., a
cellular phone, smart phone, tablet computer, laptop) may
use some or all of the same data as an application (likely the
same application) running on a second mobile device in
proximity to the first mobile device. As an example, two or
more users near each other may be playing a multiplayer
video game with each other. To function, the application
uses information to be exchanged between each mobile
device and a remote computer system, such as a game server.
Conventionally, in order to exchange data between the
application running on each mobile device and the remote
computer system, data is transmitted from the remote com-
puter system via a network, such as the Internet, to a wireless
cellular network providing service to each mobile device.
The data is then transmitted by the wireless cellular network
to the associated mobile device. Data can be transmitted
from each mobile device to the remote server via the reverse
route.
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In some circumstances, such as a multiplayer game being
played by two users using two mobile devices, applications
running on each mobile device use at least some of the same
data. For instance, during gameplay a common soundtrack
can be played by the application running on each of the
mobile devices. Conventionally, this common soundtrack
data would be transmitted twice by the remote server: once
to each mobile device participating in the game. Therefore,
even though the data is identical (or nearly identical), the
mobile device the data is destined for is different and,
therefore, the common data is transmitted twice by the
remote computer system over the one or more networks
serving to connect the remote computer system with each
mobile device. If more than two mobile devices are partici-
pating in the game, the identical data would be transmitted
additional times.

Rather than having this common data transmitted multiple
times, the data can be indicated as ‘“shared” data and
transmitted by the remote computer system to only one of
the mobile devices. The mobile device that has received the
shared data can re-transmit the shared data to the other
participating mobile devices using a different network, such
as a local wireless network, than that used to provide the data
to the re-transmitting mobile device. For instance, the shared
data can be received by a first mobile device from the remote
computer system via a 3G cellular network that has limited
bandwidth and/or requires the user of the first mobile device
to pay for network access. Following receiving the shared
data, the first mobile device transmits the shared data via a
local wireless network, such as a WiFi network (e.g., 702.11
(a)/(b)/(g)/(n)) Bluetooth, or WiFi Direct, to the other par-
ticipating mobile devices. This local wireless network may
have greater available bandwidth and/or may not require the
user to pay for access.

In a situation where each mobile device is in communi-
cation via a local wireless network and is also in commu-
nication with another wireless network, such as a cellular
wireless network, shared data transmitted by the remote
server may be transmitted to only one of the mobile devices
or may be split among several of the mobile devices. For
instance, if each mobile device of a group of three mobile
devices in physical proximity to each other participating in
a multi-player game uses a cellular network that provides a
similar amount of bandwidth, one-third of the shared data
may be transmitted to each mobile device, with each mobile
device being responsible for transmitting its received shared
data to the other mobile devices via a local wireless network.
As such, the remote computer system does not transmit
duplicate data and each mobile device receives and distrib-
utes a portion of the shared data, thus reducing the cellular
network bandwidth used by each mobile device.

While some data transmitted between the remote com-
puter system and the mobile devices is shared, some data is
used by only one of the mobile devices. Consider again the
example of a multiplayer video game: while a common
soundtrack can be shared among all participating mobile
devices, data related to images depicting the location of a
user’s character on his mobile device might only be used by
that particular user’s mobile device. As such, this “private”
data, that is, data used by only a particular mobile device,
may be marked private and transmitted directly to the
associated mobile device via the cellular wireless network.
As such, each mobile device would exchange shared data
using the local wireless network, but would receive private
data individually.

In some situations, such as when a particular mobile
device has a low bandwidth connection with a cellular
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network, the mobile device may not be able to receive all (or
any) of its associated private data. In such a circumstance,
the private data destined for the low-bandwidth mobile
device can be routed to another mobile device participating
in the multi-user application, with the private data transmit-
ted to the low-bandwidth mobile device via the local wire-
less network. Such a configuration can permit a mobile
device to utilize a multi-user application in proximity with
other participating mobile devices even if the mobile device
cannot connect with the remote computer system via a
cellular network.

Configurations where shared data is exchanged using a
network separate from a network used to communicate with
a remote computer system may be referred to as a coopera-
tive data transport system. FIG. 1 illustrates a cooperative
data transport system 100. Cooperative data transport sys-
tem 100 includes: mobile devices 110, cellular networks
120, network 130, and remote computer system 140. Mobile
devices 110, which include mobile devices 110-1, 110-2, and
110-3, may each communicate using at least two different
networks. For instance, mobile device 110-1 communicates
wirelessly with cellular (wireless) network 120-1 (repre-
sented in FIG. 1 by a base station). Wireless cellular con-
nection 160-1 between mobile device 110-1 and cellular
network 120-1 can use a 2G, 3G, or 4G protocol, such as
LTE (Long Term Evolution). Mobile device 110-1 can also
communicate using wireless network connections 180-1 and
180-2 with mobile devices 110-2 and 110-3 while these
mobile devices are in physical proximity. Local wireless
network connections 180 may refer to a wireless commu-
nication technique between two or more mobile devices.
Local wireless network connections 180-1 and 180-2 may
utilize a protocol such as WiFi Direct, Bluetooth, ultrawide
band, or an 802.11(a)/(b)/(g)/(n) WiFi network. Being in
physical proximity refers to mobile devices 110 being close
enough together that mobile devices 110 can communicate
with each other using local wireless network connections
180. As such, in cooperative data transport system 100 at
least two different networks are used: a first network, here a
cellular network is used to communicate with remote com-
puter system 140, and a second network, such as a local
wireless network, to share data among mobile devices 110.
Further, mobile devices that communicate using a local
wireless network connection and a wireless cellular network
can have at least two wireless communication interfaces:
one for communication with the wireless cellular network
and one for communication with the local wireless network.

Mobile device 110-3 is in communication with cellular
network 120-2 via wireless cellular connection 160-2. Cel-
Iular network 120-2 can represent the same or a different
cellular network from cellular network 120-1. While illus-
trated separately, if mobile devices 110-1 and 110-3 are in
physical proximity and utilize the same cellular network,
cellular network 120-2 and 120-1 can be the same cellular
network. Mobile device 110-3 communicates with cellular
network 120-2 via wireless cellular connection 160-2. Wire-
less cellular connection 160-2 can utilize the same protocol
or a protocol different from wireless cellular connection
160-1. For instance, wireless cellular connection 160-1 can
be a 4G LTE connection having greater bandwidth than
wireless cellular connection 160-2, if wireless cellular con-
nection 160-2 is a 3G connection. Mobile device 110-3 also
communicates using local wireless network connections
180-2 and 180-3 with mobile devices 110-1 and 110-2,
respectively. For example, a peer-to-peer application can be
used to exchange data between mobile devices, using wire-
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less protocols such as WiFi Direct or Bluetooth. One of the
mobile devices may serve as an access point for the other
mobile devices.

Mobile device 110-2 is in communication with mobile
devices 110-1 and 110-3 via local wireless network connec-
tions 180-1 and 180-3, respectively. Mobile device 110-2 is
not in communication with a cellular network. This can be
for several reasons, such as: mobile device 110-2 is not
capable of communicating with a cellular network, the user
has specified that mobile device 110-2 is not to communicate
with a cellular network, the cellular radio of mobile device
110-2 is disabled, and/or the battery of mobile device 110-2
has too little stored energy to communicate with a cellular
network.

Cellular networks 120 are in communication with net-
work 130. Network 130 can be one or more public and/or
private networks. For example, network 130 can be the
Internet. Remote computer system 140 is in communication
with network 130. Data is routed by remote computer
system 140, through network 130 and cellular networks 120
to mobile devices 110-1 and 110-2.

While cooperative data transport system 100 illustrates
cellular networks 120 and local wireless network connec-
tions 180, in some configurations wired networks are used.
For example, devices may be wired to a cable-based net-
work, fiber-based network, or DSL-based network and com-
municate with network 130. Similarly, in some configura-
tions, devices communicate using a wired local network,
such as a local area network, to communicate with each
other. Also, besides mobile devices, some configurations
utilize computerized devices that are not mobile, such as
servers, desktop computers, internet-enabled BLURAY
players, internet-enabled televisions, and console gaming
systems. Further, in some configurations, some devices may
be mobile devices while other devices are not mobile.
Further, other configurations may include fewer or greater
numbers of mobile devices. For example, some configura-
tions contain two mobile devices, while other configurations
contain four, five, six, ten, or more mobile devices.

FIG. 2 illustrates a cooperative data transport system 200.
Cooperative data transport system 200 includes: mobile
devices 210, local wireless network router 220, wireless
network 240, network 250, and remote computer system
260. While mobile devices of cooperative data transport
system 100 of FIG. 1 communicate directly with each other,
mobile devices 210 of FIG. 2 communicate with each other
via local wireless network router 220. For example, if a local
wireless protocol of 802.11(a)/(b)/(g)/(n) is used, local wire-
less network router 220 routes data transferred between
mobile devices 210. As such, to use local wireless network
230, mobile devices 210 are within sufficient physical prox-
imity of local wireless network router 220 to communicate
wirelessly.

In cooperative data transport system 200, mobile devices
210-2 and 210-3 communicate with another wireless net-
work 240, which can be a cellular wireless network. In some
configurations, the bandwidth available between wireless
network 240 and mobile devices 210-2 and 210-3 is less than
the bandwidth available between mobile devices 210 via
local wireless network 230. In cooperative data transport
system 200, mobile devices 210-2 and 210-3 communicate
with the same wireless network. As such, mobile devices
210-2 and 210-3 can have similar amounts of bandwidth
available with wireless network 240. In some configurations,
mobile devices 210-2 and 210-3 can have different amounts
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of bandwidth available with wireless network 240 (due to
such factors as strength of signal, amount of bandwidth
purchased, etc.).

Wireless network 240 communicates with network 250.
Network 250 can represent a private or public network, such
as the Internet. Remote computer system 260, which
exchanges data with mobile devices 210, is in communica-
tion with network 250. Remote computer system 260 can be
a server that acts as a host for a shared application (e.g.,
game, streaming music/video application, quiz application,
census program) being run by mobile devices 210.

Data transmitted by remote computer system 260 to
mobile devices 210-2 and 210-3 can be labeled either public
or private. The data can be indicated as either public or
private using a flag in the data. Data labeled private is
intended for the mobile device indicated by the IP address
associated with the data. Data labeled shared is intended for
each of the mobile devices participating in the shared
application. When mobile device 210-2 receives a set of
shared data via wireless connection 270 with wireless net-
work 240, mobile device 210-2 can transmit the set of shared
data to mobile devices 210-1 and 210-3 using local wireless
network 230. Similarly, when mobile device 210-3 receives
a set of shared data from remote computer system 260 via
wireless network 240, mobile device 210-3 transmits the
shared set of data to mobile devices 210-1 and 210-2 using
local wireless network 230.

As an example, if a total of one megabyte of shared data
is to be transmitted to mobile devices 210 by remote
computer system 260, remote computer system can transmit
0.5 megabytes to mobile device 210-3 and 0.5 megabytes to
mobile device 210-2. Mobile devices 210-2 and 210-3
would then transmit their received portions of the shared
data to each other mobile device of mobile devices 210. As
such, a total of one megabyte of data would be transmitted
to mobile devices 210-2 and 210-3 via wireless network 240,
as opposed to a situation where the data is transmitted to
each mobile device individually by wireless network 240,
which would result in three megabytes of data being trans-
mitted by wireless network 240.

In some configurations, mobile devices 210 can share
information regarding characteristics of their connections
with remote computer system 260. For example, mobile
device 210-1 could transmit an indication to mobile devices
210-2 and 210-3 that it does not have a connection via
wireless network 240 (or any other wireless network) with
remote computer system 260. Mobile device 210-2 could
transmit an indication to mobile devices 210-1 and 210-3
that it has a 300 kbps connection with remote computer
system 260 via wireless network 240. Mobile device 210-3
could transmit an indication to mobile devices 210-1 and
210-2 that it has a 600 kbps connection with remote com-
puter system 260 via wireless network 240. An indication of
these connection speeds (such as a ratio) can be transmitted
to remote computer system 260 by one (or each) of mobile
devices 210. In this example, because mobile device 210-3
has a faster connection with remote computer system 260, a
larger portion of the shared data is transmitted by remote
computer system 260 to mobile device 210-3 than to mobile
device 210-2. In some configurations, a master mobile
device is responsible for receiving indications of the con-
nection speed of each mobile device of mobile devices 210
and transmitting an indication of the connection speeds to
remote computer system 260. These speeds can be periodi-
cally re-measured and used to update how private and shared
data is distributed.
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Remote computer system 260 can receive an indication
from mobile device 210-2 indicating its IP address. Mobile
device 210-2 can also provide remote computer system 260
with an indication of an IP address maintained by mobile
device 210-2 but linked to mobile device 210-1. As such,
data received by mobile device 210-2 from wireless network
240 via wireless connection 270 associated with the IP
address linked to mobile device 210-1 would be routed by
mobile device 210-2 to mobile device 210-1 via local
wireless network 230. As such, private data received by
mobile device 210-2 intended for mobile device 210-1 can
be identified at the IP layer and routed appropriately. Simi-
larly, mobile device 210-3 can have an IP address for itself
and an IP address for mobile device 210-1. An indication of
each IP address and its linked mobile device can be trans-
mitted to remote computer system 260. As such, private data
for mobile device 210-1 can be transmitted to mobile device
210-3. When received by mobile device 210-3, based on the
IP address, mobile device 210-3 would route the private data
to mobile device 210-1 via local wireless network 230.

In some configurations, each mobile device connected
with remote computer system 260 through a wireless net-
work (such as wireless network 240) has an IP address for
each mobile device participating in the shared application.
In some configurations of cooperative data transport system
200, mobile device 210-2 would have three IP addresses: an
IP address for itself, mobile device 210-1, and mobile device
210-3. Similarly, mobile device 210-3 would have an IP
address for itself, mobile device 210-1, and mobile device
210-2. Remote computer system 260 would either receive an
indication of each group of IP addresses from mobile
devices 210-2 and 210-3 or from a single master mobile
device. As such, using the various IP addresses, remote
computer system 260 can route private data for each of
mobile devices 210 to either mobile device 210-2 or mobile
device 210-3. Based on the linked IP address, the private
data is either maintained as private by the receiving mobile
device or retransmitted via local wireless network 230 to the
appropriate mobile device of mobile devices 210.

While the illustrated embodiment of cooperative data
transport system 200 only uses wireless network 240, dif-
ferent wireless networks can be used by mobile devices. For
example, mobile device 210-3 could communicate with
network 250 using a different wireless network. Because the
remote computer system 260 determines to which IP address
shared and private data is transmitted, whether one or more
than one wireless network is used may not affect operation
of cooperative data transport system 200. Further, while
mobile device 210-1 of cooperative data transport system
200 does not have a wireless connection with wireless
network 240, in other configurations it can be connected
with wireless network 240 or some other wireless network.

In some configurations of cooperative data transport sys-
tem 200, wired networks are used. For example, devices
may be wired to a cable-based network, fiber-based network,
or DSL-based network and communicate with network 130.
Similarly, in some configurations, devices communicate
using a wired local network, such as a local area network.
Also, besides mobile devices, some configurations utilize
computerized devices that are not mobile, such as servers,
desktop computers, internet-enabled BLURAY players,
internet-enabled televisions, and/or console gaming sys-
tems. Further, in some configurations, some devices may be
mobile devices while other devices are not mobile. More-
over, other configurations may include fewer or greater
numbers of mobile devices. For example, some configura-
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tions contain two mobile devices, while other configurations
contain four, five, six, ten, or more mobile devices.

FIG. 3 illustrates a cooperative data transport system 300
with various communication system layers. Cooperative
data transport system 300 can be cooperative data transport
system 200 of FIG. 2, cooperative data transport system 100
of FIG. 1, or some other cooperative data transport system.
Cooperative data transport system 300 contains mobile
device 350 and mobile device 360. Remote computer system
310 communicates with cellular network 330 via the Internet
320. Cellular network 330 includes various components:
GGSN (Gateway GPRS Support Node, wherein GPRS
stands for General Packet Radio Service) 332, SGSN (Serv-
ing GPRS Support Node) 334, RNC (Radio Network Con-
troller) 336, and Node B 338. GGSN 332 serves as an
interface between cellular network 330 and external packet
switched networks, such as Internet 320. SGSN 334 routes
data packets to various radio network controllers, including
RNC 336, residing within a geographical area. RNC 336
manages wireless resources, handles encryption, and con-
trols one or more Node B’s, including Node B 338. Node B
338 communicates wirelessly with mobile devices, includ-
ing mobile device 350. Cellular network 330 is a 3G
network using the UMTS (Universal Mobile Telecommuni-
cations System) technology.

Other cellular system technologies are also possible. For
example, in some configurations, rather than using cellular
network 330, cellular network 340 is used. Cellular network
340 represents a 4G LTE (Long Term Evolution) network.
Cellular network 340 includes: P-Gateway (Packet Data
Node Gateway) 342, S-Gateway (Serving Gateway) 344,
and eNode B 346. P-Gateway 342 serves as an interface
between cellular network 340 and external packet switched
networks, such as Internet 320. S-Gateway 344 serves as an
interface between P-Gateway 342 and multiple eNode B’s,
including eNode B 346. eNode B 346 combines function-
ality of the Node B 338 and RNC 336. eNode B 346
communicates wirelessly with mobile devices, such as
mobile device 350. In some configurations of a cooperative
data transport system, one or more mobile devices commu-
nicate with a 3G cellular network (such as cellular network
330) and other mobile devices communicate with a 4G
cellular network (such as cellular network 340).

The communication system of mobile devices, such as
mobile devices 350 and 360, can be sub-divided into various
layers according to the OSI (Open Systems Interconnection)
Model. Mobile device 350 includes: physical layer 351,
MAC (Media Access Control) layer 352, IP (Internet Pro-
tocol) layer 353, MPTCP/TCP/UDP (Multi-Path Transmis-
sion Control Protocol/Transmission Control Protocol/User
Datagram Protocol) layer 354, and application layer 355.
Similarly mobile device 360 includes: physical layer 361,
MAC layer 362, IP layer 363, MPTCP/TCP/UDP layer 364,
and application layer 365. In some aspects, the MPTCP/
TCP/UDP layer 364 on mobile device 360 can comprise a
multipath transport layer such as MPTCP that utilizes mul-
tiple IP addresses of mobile devices 350 and 360 to set up
a multipath transport connection. In some aspects, the
mobile device 360 may directly use the IP address of mobile
device 350. A network address translation may be required
between the IP address associated with mobile device 350
that is used by mobile device 360, and the IP address of
mobile device 350. For example, mobile device 350 can
serve as an access point to mobile device 360, so that such
a network address translation is needed. When using a
multipath transport connection, a redistribution of data
between mobile devices 360 and 350 may be needed over

10

15

20

25

30

35

40

45

50

55

60

65

12

local wireless networks for data received at mobile device
360 through the multipath transport connection. In some
aspects, only shared data may be communicated between the
remote computer system 310 and the mobile device via a
multipath transport connection, whereas private data may be
directly communicated to respective mobile devices through
alternate flows. If private data is also communicated via a
multipath transport connection, then it may be in encrypted
form when it flows through the mobile device 360.

Cooperative data transport system 300 presents a situation
where a private set of data is being received by mobile
device 350 and routed to mobile device 360. Referring to
cooperative data transport system 100 of FIG. 1, cooperative
data transport system 300 can represent a situation where
remote computer system 140 is routing a set of private data
to mobile device 110-2 via wireless network 120-1 via
mobile device 110-1. Similarly, referring to cooperative data
transport system 200 of FIG. 2, remote computer system 260
can be routing private data to mobile device 210-1 or mobile
device 210-3 via mobile device 210-2 and local wireless
network 230. In cooperative data transport system 300 of
FIG. 3, a set of private data is transmitted by the remote
computer system 310. This set of private data is associated
with an IP address held by mobile device 350. This IP
address, while held by mobile device 350, is linked to
mobile device 360.

The set of private data transmitted by remote computer
system 310 contains an IP address that is maintained by
mobile device 350, but linked to mobile device 360. The set
of private data is routed over Internet 320 to cellular network
330 (or 340). Cellular network 330 (or 340) transmits the
private data packet to mobile device 350. At IP layer 353,
mobile device 350 identifies that the private data packet is
associated with an IP address linked to mobile device 360.
In some configurations, rather than data packets being
identified as intended for another mobile device (or not
intended for one or more additional mobile devices) at IP
layer 353, the determination may occur at either application
layer 355 or MPTCP/TCP/UDP layer 354. The private data
is transmitted via a local wireless network to mobile device
360. Mobile device 360 then processes the private data. The
routing of the set of private data routed by cellular network
330 to mobile device 360 via mobile device 350 and the
local wireless network is depicted by the bold arrow.

Data to be transmitted by mobile device 360 to remote
computer system 310 can be transmitted via the reverse
route. Data intended for remote computer system 310 is
transmitted by mobile device 360 via local wireless network
to mobile device 350. At IP layer 353, the data is identified
as intended for remote computer system 310. Mobile device
350 transmits the data via cellular network 330 (or 340) to
remote computer system 310.

If shared data is transmitted by remote computer system
310 to mobile device 350, the shared data may be identified
at application layer 355 of mobile device 350. The shared
data could be transmitted via the local wireless network to
mobile device 360 (and any other mobile devices partici-
pating in the shared application). In some configurations,
mobile device 350 can maintain an additional IP address for
shared data, of which remote computer system 310 is aware.
Data addressed by remote computer system 310 for this IP
address is known by mobile device 350 to be shared. As
such, the shared data is intercepted at the IP layer and
distributed to other mobile devices participating in the
shared application.

If the data transmitted by remote computer system 310 is
private data intended for mobile device 350, the private data
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would be associated with an IP address linked to mobile
device 350. Mobile device 350 would receive and process
the private data, with no indication of the private data
transmitted to mobile device 360. If mobile device 360 is
connected to cellular network 330 (or 340), private data for
mobile device 360 can be transmitted to mobile device 360
by cellular network 330 (or 340) rather than routed to mobile
device 360 via mobile device 350 and the local wireless
network.

Various methods can be performed using the cooperative
data transport systems of FIGS. 1-3. FIG. 4 illustrates a
method 400 for handling data by a device (such as a mobile
device) of a cooperative data transport system. Method 400
can be performed by a cooperative data transport system,
such as cooperative data transport system 100 of FIG. 1,
cooperative data transport system 200 of FIG. 2, cooperative
data transport system 300 of FIG. 3, or some other coop-
erative data transport system. At stage 410, a device, such as
a mobile device, receives a first set of data via a first wireless
network. This first wireless network can be a cellular net-
work.

At stage 420, the first set of data that is determined to be
shared data is transmitted to other mobile devices partici-
pating in a shared application with the mobile device using
a second wireless network, which can be a local wireless
network. An indication, such as a flag, can be present in the
first set of data that indicates that it is shared data. In some
configurations, the IP address indicates that the data is
shared data.

At stage 430, a set of private data intended for the first
mobile device is received by the mobile device via the first
wireless network. The set of private data is determined to be
intended for the mobile device based on the IP address
associated with the private data. Because the set of data is
private, the mobile device does not transmit the set of private
data to other mobile devices.

FIG. 5 illustrates a method 500 for handling data by a
device of a cooperative data transport system. Method 500
can be performed by a cooperative data transport system,
such as cooperative data transport system 100 of FIG. 1,
cooperative data transport system 200 of FIG. 2, cooperative
data transport system 300 of FIG. 3, or some other coop-
erative data transport system. In method 500, at least two
mobile devices are located in physical proximity to each
other and can communicate with each other using a local
wireless network, using a protocol such as WiFi, WiFi
Direct, or Bluetooth.

At stage 502, the remote computer system, which can be
a game server, identifies whether a set of data is private data
intended for one mobile device or shared data intended for
all mobile devices participating in a shared application, such
as a game. The remote computer system also identifies the
mobile device the data should be routed to and its IP address.
At stage 506, the set of data is transmitted to the appropriate
IP address with an indication of whether the set of data is
shared or private. In some configurations, the IP address can
be used to indicate whether the set of data is shared or
private. For example, a particular IP address linked to a
mobile device may be used to receive only shared data.
Therefore, if a set of data is received from the remote
computer system using that IP address, the mobile device is
configured to distribute the set of data to other mobile
devices participating in the shared application.

At stage 510, a set of data is received via a first network,
such as a cellular network, by the mobile device (referred to
as the first mobile device) indicated by the IP address linked
to the set of data. At stage 520, the mobile device that is the
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intended recipient of a set of data transmitted by a remote
computer system is determined. The first mobile device can
have multiple IP addressed linked to it. One of these IP
addresses can be used for data intended for the first mobile
device. Other IP addresses can be used for data intended for
other mobile devices. As such, based on which IP address is
indicated in a set of data, the mobile device that is the
intended recipient can be determined by the first mobile
device. If the IP address indicates that some other mobile
device is the intended recipient of the set of data (such as if
the set of data is a set of private data intended for only some
other mobile device), the set of data is transmitted using a
local wireless network, separate from the first network, to
the appropriate mobile device at stage 530.

If, at stage 520, as indicated by the IP address of the set
of data, the set of data is intended for the first mobile device,
stage 540 is performed. At stage 540, it is determined if the
set of data is shared data or private data. A flag can be present
in the set of data that indicates whether the set of data is
shared data or private data. If the set of data is private, at
stage 560 the mobile device does not transmit the set of data
to other mobile devices. The set of data is used by only the
first mobile device. However, if at stage 540, the set of data
is determined to be a shared set of data, at stage 550, the
shared set of data is transmitted to each other mobile device
using the local wireless network that is participating in the
shared application.

In some configurations, stages 520 and 540 are combined.
In these configurations, the IP address is used to determine
the recipient of the set of data and whether the set of data is
shared or private. For example, a mobile device could have
three IP addresses: one 1P address for private data intended
for itself; one IP address for private data intended for some
other mobile device; and one IP address for data to be shared
with other mobile devices.

While a local wireless network is discussed as being used
to communicate between the mobile devices, other networks
can also be possible. For example, a satellite network could
be used. If wired, the mobile devices could communicate
using a local area, cable, fiber, or DSL network.

FIG. 6 illustrates a method 600 for providing a remote
computer system with an indication of the characteristics of
a cooperative data transport system. Method 600 can be
performed by a mobile device of a cooperative data transport
system, such as cooperative data transport system 100 of
FIG. 1, cooperative data transport system 200 of FIG. 2,
cooperative data transport system 300 of FIG. 3, or some
other cooperative data transport system. At stage 610, a
mobile device can acquire an IP address for itself. It can also
acquire IP addresses for one or more other mobile devices.
In some configurations, the mobile device can acquire an IP
address associated with each other mobile device participat-
ing in a shared application. As such, when sets of data are
routed to a particular IP address, the mobile device can route
the set of data to the appropriate mobile device. In some
configurations, the mobile device can also acquire an IP
address that is associated with only shared data.

At stage 620, the mobile device can receive an indication
of the wireless resources available to each mobile device.
Each mobile device participating in a shared application can
transmit, via a local wireless network, an indication to the
mobile device of whether it has a connection via another
network, such as a cellular network, with the remote com-
puter system. If such a connection is present, an indication
of the speed and/or latency of the connection can be
included. The mobile device receiving this connection infor-
mation can determine which mobile devices should receive
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their own private data directly, which mobile devices should
receive private data for other mobile devices, and how
shared data should be proportionally routed to the mobile
devices via wireless networks from the remote computer
system. The mobile device that determines these factors can
be referred to as the master mobile device. This mobile
device can also receive an indication of the IP addresses
acquired by other mobile devices and what those IP
addresses are linked to (e.g., a shared data IP address, private
data intended for some other mobile device, private data
intended for the mobile device maintaining the IP address).
At stage 630, information regarding the ratio of how shared
data should be distributed, how private data should be
distributed, and/or which IP addresses are associated with
which mobile devices is transmitted to the remote computer
system.

In some configurations, the indications of whether a
connection is present, the speed, and/or the latency are
transmitted to the remote computer system. From these
indications, the remote computer system determines the
ratio of distribution of shared and/or private data being
transmitted to mobile devices.

To determine how the shared and/or private data is
distributed to mobile devices, the following formulas can be
used. The following formulas use an example of three
mobile devices in physical proximity participating in a
shared application. These formulas can be adapted for two,
four, or more than four mobile devices.

Let S represent the shared data bandwidth required for
each mobile device, let P represent the private data for each
mobile device, and let W represent the total bandwidth of
each mobile device available between the mobile device and
the remote server. As such the total bandwidth for each
mobile device is represented according to equations 1-3.

W,=S,+P, Eq. 1
Wy=S,+P, Eq. 2
Wy=S3+Py Eq. 3

The total traffic from the remote computer system to the
mobile devices can be split according to the ratio of equation
4.

WW, W, Eq. 4

If W,>P,, for each mobile device, the private data can be
transmitted directly from the remote computer system to
each respective mobile device without using the local wire-
less network. The shared data can be split for transmission
by the remote computer system according to equation 5.

(W =P ):(Wp=P5):(W3-P3) Eq. 5

The shared data is then shared between the mobile devices
using the local wireless network.

If W,<P, is present for one (or more than one) of the
mobile devices (e.g., a low bandwidth connection with the
remote computer system or no connection with the remote
computer system), all shared data would be received by the
low bandwidth mobile devices from another mobile device
and some or all of its private data.

Gaming Example 1

As one type of application that may be participated in by
several mobile devices (with associated users) consider a
game that requires interaction with a game server (the
remote computer system). Each of the participating mobile
devices are in communication with each other via a local
wireless network, such as an 802.11(g) network. All of these

20

35

40

45

50

55

60

16

mobile devices communicate with the game server using
another network, such as 3G or 4G cellular network.

Each of the mobile devices determines the speed and
latency of their connections with the gaming server. This
information is used by the game server (or the mobile
devices) to determine how shared data should be distributed
to mobile devices. For the remainder of this example,
assume that each of the four mobile devices in physical
proximity participating in the game are connected with the
game server through various cellular networks: a first mobile
device has a 200 kbps connection; a second mobile device
has a 400 kbps connection; a third mobile device also has a
400 kbps connection; and a first mobile device has an 800
kbps connection. Private data for each mobile device is
expected to consume approximately 100 kbps. Because each
mobile device has a connection with the game server via a
cellular network and sufficient bandwidth, all private data is
transmitted directly to each mobile device without using the
local wireless network. Shared data can be transferred to the
mobile devices in a ratio according to the bandwidth avail-
able to each mobile device once the bandwidth has been
discounted for private data transmissions, according to equa-
tion 5. Therefore, in this example, a ratio of 1:3:3:7 is
present. As such for each seven sets of shared data trans-
mitted to the fourth mobile device, three sets of shared data
are transmitted to each of the second and third mobile
devices, with one set transmitted to the first mobile device.
Each of these sets of shared data can then be exchanged via
the local wireless network.

Gaming Example 2

Consider another gaming example that requires interac-
tion with a game server (the remote computer system).
Again here, each of the participating mobile devices is in
communication with the other via a local wireless network,
such as an 802.11(g) network. In this example, only two of
the three participating mobile devices are in communication
with the game server via a cellular network connection.

The two mobile devices that have a connection with the
gaming server determine the speed and latency of their
connections with the gaming server. This information is used
by the game server (or the mobile devices) to determine how
shared data should be distributed to mobile devices. The two
mobile devices that are connected with the game server
through various cellular networks have speeds of 200 kbps
and 400 kbps, respectively. Private data for each mobile
device is expected to consume approximately 100 kbps.
Because only two of the three mobile devices have a
connection with the game server via a cellular network,
private data for the third mobile device is transmitted via the
other mobile devices. As such the first mobile device would
devote 100 kbps to its own private data and 50 kbps to the
third mobile device’s private data. The first mobile device
can have two IP addresses such that it can distinguish
incoming data intended for the third mobile device from data
intended for the first mobile device. Similarly, the second
mobile device can devote 100 kbps to its private data and 50
kbps to the private data of the third mobile device. Again
here, the second mobile device can have two IP address such
that it can distinguish incoming data intended for the second
mobile device from data intended for the third mobile
device. The private data to be transtferred to the third mobile
device is transmitted by the first mobile device and the
second mobile device via the local wireless network.

Once bandwidth has been devoted to private data, the first
and second mobile devices have 50 kbps and 150 kbps
remaining bandwidth. As such, shared data can be transmit-
ted by the game server to the mobile devices in a ratio of 1:3.
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The shared data received by the first and second mobile
device is then transmitted to each other mobile device using
the local wireless network. The ratio of how private and
shared data are distributed can be periodically re-evaluated.

As a variation, instead of the private data for the third
mobile device being split between the first mobile device
and the second mobile device, the first mobile device could
receive all of the third mobile device’s private data and
transmit it to the third mobile device via the local wireless
network. In such a circumstance, the first mobile device may
not have enough remaining bandwidth via its cellular con-
nection to handle any shared data. As such, the second
mobile device can receive all of the shared data and transmit
it to each other mobile device via the local wireless network.
As should be understood, other ways of distributing the
private data and the shared data are possible.

A computer system as illustrated in FIG. 7 may be
incorporated as part of the previously described computer-
ized devices. For example, computer system 700 can rep-
resent some of the components of the mobile devices and/or
the remote computer systems discussed in this application.
FIG. 7 provides a schematic illustration of one embodiment
of a computer system 700 that can perform the methods
provided by various other embodiments, as described herein,
and/or can function as the host computer system, a remote
kiosk/terminal, a point-of-sale device, a mobile device,
and/or a computer system. FIG. 7 is meant only to provide
a generalized illustration of various components, any or all
of which may be utilized as appropriate. FIG. 7, therefore,
broadly illustrates how individual system elements may be
implemented in a relatively separated or relatively more
integrated manner.

The computer system 700 is shown comprising hardware
elements that can be electrically coupled via a bus 705 (or
may otherwise be in communication, as appropriate). The
hardware elements may include one or more processors 710,
including without limitation one or more general-purpose
processors and/or one or more special-purpose processors
(such as digital signal processing chips, graphics accelera-
tion processors, and/or the like); one or more input devices
715, which can include without limitation a mouse, a
keyboard and/or the like; and one or more output devices
720, which can include without limitation a display device,
a printer and/or the like.

The computer system 700 may further include (and/or be
in communication with) one or more non-transitory storage
devices 725, which can comprise, without limitation, local
and/or network accessible storage, and/or can include, with-
out limitation, a disk drive, a drive array, an optical storage
device, a solid-state storage device such as a random access
memory (“RAM”) and/or a read-only memory (“ROM”),
which can be programmable, flash-updateable and/or the
like. Such storage devices may be configured to implement
any appropriate data stores, including without limitation,
various file systems, database structures, and/or the like.

The computer system 700 might also include a commu-
nications subsystem 730, which can include without limita-
tion a modem, a network card (wireless or wired), an
infrared communication device, a wireless communication
device and/or chipset (such as a Bluetooth™ device, an
802.11 device, a WiFi device, a WiMax device, cellular
communication facilities, etc.), and/or the like. The com-
munications subsystem 730 may permit data to be
exchanged with a network (such as the network described
below, to name one example), other computer systems,
and/or any other devices described herein. In many embodi-
ments, the computer system 700 will further comprise a
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non-transitory working memory 735, which can include a
RAM or ROM device, as described above.

The computer system 700 also can comprise software
elements, shown as being currently located within the work-
ing memory 735, including an operating system 740, device
drivers, executable libraries, and/or other code, such as one
or more application programs 745, which may comprise
computer programs provided by various embodiments, and/
or may be designed to implement methods, and/or configure
systems, provided by other embodiments, as described
herein. Merely by way of example, one or more procedures
described with respect to the method(s) discussed above
might be implemented as code and/or instructions execut-
able by a computer (and/or a processor within a computer);
in an aspect, then, such code and/or instructions can be used
to configure and/or adapt a general purpose computer (or
other device) to perform one or more operations in accor-
dance with the described methods.

A set of these instructions and/or code might be stored on
a computer-readable storage medium, such as the storage
device(s) 725 described above. In some cases, the storage
medium might be incorporated within a computer system,
such as computer system 700. In other embodiments, the
storage medium might be separate from a computer system
(e.g., a removable medium, such as a compact disc), and/or
provided in an installation package, such that the storage
medium can be used to program, configure and/or adapt a
general purpose computer with the instructions/code stored
thereon. These instructions might take the form of execut-
able code, which is executable by the computer system 700
and/or might take the form of source and/or installable code,
which, upon compilation and/or installation on the computer
system 700 (e.g., using any of a variety of generally avail-
able compilers, installation programs, compression/decom-
pression utilities, etc.) then takes the form of executable
code.

Substantial variations may be made in accordance with
specific requirements. For example, customized hardware
might also be used, and/or particular elements might be
implemented in hardware, software (including portable soft-
ware, such as applets, etc.), or both. Further, connection to
other computing devices such as network input/output
devices may be employed.

Some embodiments may employ a computer system (such
as the computer system 700) to perform methods in accor-
dance with the disclosure. For example, some or all of the
procedures of the described methods may be performed by
the computer system 700 in response to processor 710
executing one or more sequences of one or more instructions
(which might be incorporated into the operating system 740
and/or other code, such as an application program 745)
contained in the working memory 735. Such instructions
may be read into the working memory 735 from another
computer-readable medium, such as one or more of the
storage device(s) 725. Merely by way of example, execution
of the sequences of instructions contained in the working
memory 735 might cause the processor(s) 710 to perform
one or more procedures of the methods described herein.

The terms “machine-readable medium” and “computer-
readable medium,” as used herein, refer to any medium that
participates in providing data that causes a machine to
operate in a specific fashion. In an embodiment imple-
mented using the computer system 700, various computer-
readable media might be involved in providing instructions/
code to processor(s) 710 for execution and/or might be used
to store and/or carry such instructions/code (e.g., as signals).
In many implementations, a computer-readable medium is a
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physical and/or tangible storage medium. Such a medium
may take many forms, including but not limited to, non-
volatile media, volatile media, and transmission media.
Non-volatile media include, for example, optical and/or
magnetic disks, such as the storage device(s) 725. Volatile
media include, without limitation, dynamic memory, such as
the working memory 735. Transmission media include,
without limitation, coaxial cables, copper wire and fiber
optics, including the wires that comprise the bus 705, as well
as the various components of the communications subsys-
tem 730 (and/or the media by which the communications
subsystem 730 provides communication with other devices).
Hence, transmission media can also take the form of waves
(including without limitation radio, acoustic and/or light
waves, such as those generated during radio-wave and
infrared data communications).

Common forms of physical and/or tangible computer-
readable media include, for example, a floppy disk, a flexible
disk, hard disk, magnetic tape, or any other magnetic
medium, a CD-ROM, any other optical medium, punch-
cards, papertape, any other physical medium with patterns of
holes, a RAM, a PROM, EPROM, a FLASH-EPROM, any
other memory chip or cartridge, a carrier wave as described
hereinafter, or any other medium from which a computer can
read instructions and/or code.

Various forms of computer-readable media may be
involved in carrying one or more sequences of one or more
instructions to the processor(s) 710 for execution. Merely by
way of example, the instructions may initially be carried on
a magnetic disk and/or optical disc of a remote computer. A
remote computer might load the instructions into its
dynamic memory and send the instructions as signals over a
transmission medium to be received and/or executed by the
computer system 700. These signals, which might be in the
form of electromagnetic signals, acoustic signals, optical
signals and/or the like, are all examples of carrier waves on
which instructions can be encoded, in accordance with
various embodiments of the invention.

The communications subsystem 730 (and/or components
thereof) generally will receive the signals, and the bus 705
then might carry the signals (and/or the data, instructions,
etc. carried by the signals) to the working memory 735, from
which the processor(s) 705 retrieves and executes the
instructions. The instructions received by the working
memory 735 may optionally be stored on a non-transitory
storage device 725 either before or after execution by the
processor(s) 710.

The methods, systems, and devices discussed above are
examples. Various embodiments may omit, substitute, or
add various procedures or components as appropriate. For
instance, in alternative configurations, the methods
described may be performed in an order different from that
described, and/or various stages may be added, omitted,
and/or combined. Also, features described with respect to
certain embodiments may be combined in various other
embodiments. Different aspects and elements of the embodi-
ments may be combined in a similar manner. Also, technol-
ogy evolves and, thus, many of the elements are examples
that do not limit the scope of the disclosure to those specific
examples.

Specific details are given in the description to provide a
thorough understanding of the embodiments. However,
embodiments may be practiced without these specific
details. For example, well-known circuits, processes, algo-
rithms, structures, and techniques have been shown without
unnecessary detail in order to avoid obscuring the embodi-
ments. This description provides example embodiments
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only, and is not intended to limit the scope, applicability, or
configuration of the invention. Rather, the preceding
description of the embodiments will provide those skilled in
the art with an enabling description for implementing
embodiments of the invention. Various changes may be
made in the function and arrangement of elements without
departing from the spirit and scope of the invention.

Also, some embodiments were described as processes
depicted as flow diagrams or block diagrams. Although each
may describe the operations as a sequential process, many of
the operations can be performed in parallel or concurrently.
In addition, the order of the operations may be rearranged.
A process may have additional steps not included in the
figure. Furthermore, embodiments of the methods may be
implemented by hardware, software, firmware, middleware,
microcode, hardware description languages, or any combi-
nation thereof. When implemented in software, firmware,
middleware, or microcode, the program code or code seg-
ments to perform the associated tasks may be stored in a
computer-readable medium such as a storage medium. Pro-
cessors may perform the associated tasks.

Having described several embodiments, various modifi-
cations, alternative constructions, and equivalents may be
used without departing from the spirit of the disclosure. For
example, the above elements may merely be a component of
a larger system, wherein other rules may take precedence
over or otherwise modify the application of the invention.
Also, a number of steps may be undertaken before, during,
or after the above elements are considered. Accordingly, the
above description does not limit the scope of the disclosure.

What is claimed is:

1. A mobile device configured for cooperative data trans-
port, the mobile device comprising:

a processor, configured to:

be in communication with at least one other mobile
device;

transmit an address via a first wireless network from the
mobile device to an application server, the address
identifying the at least one other mobile device;

receive information indicative of a connection between
the at least one other mobile device and the appli-
cation server from the at least one other mobile
device, wherein the connection uses a second wire-
less network different than the first wireless network,
and wherein the information indicative of the con-
nection between the at least one other mobile device
and the application server comprises one or more of
a speed of the connection or a latency of the con-
nection;

transmit the information indicative of the connection
via the first wireless network from the mobile device
to the application server;

obtain mobile application data formed via execution of
a mobile device application at an application level,
the mobile device application being a multi-user
application in which the mobile device and the at
least one other mobile device are participating;

transmit the mobile application data from the mobile
device to the application server via the first wireless
network;

receive, via the first wireless network using a first
communication technique, in response to the trans-
mitted mobile application data, a first set of server
application data generated by the application server
executing a server application at the application level
that is a cooperative counterpart to the mobile device
application, the first set of server application data
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comprising content for use by the multi-user appli-
cation on at least one of the mobile device and at
least one of the at least one other mobile device,
wherein:
the first set of server application data includes:
an indication of being private server application
data so as to be intended for one of the mobile
device or the at least one other mobile device;
or
an indication of being shared server application
data so as to be intended for both the mobile
device and the at least one other mobile device;
and
one or more of an address of the mobile device or
the address identifying the at least one other
mobile device;
determine whether the first set of server application
data is private server application data or shared
server application data;
determine a destination for the first set of server appli-
cation data based on an address included in the first
set of server application data; and
cause the first set of server application data to be
transmitted via a second communication technique
to the at least one other mobile device upon the first
set of server application data being determined to be
shared server application data or upon the first set of
server application data being determined to be pri-
vate server application data and the destination being
determined to be the at least one other mobile device,
wherein:
the first communication technique and the second
communication technique are different communi-
cation techniques.

2. The mobile device configured for cooperative data
transport of claim 1, wherein the first wireless network is a
wireless cellular network and the second communication
technique utilizes a local wireless network.

3. The mobile device configured for cooperative data
transport of claim 1, wherein the processor is configured to
analyze the first set of server application data at a layer
selected from one or more of:

a MPTCP/TCP/UDP layer;

an IP layer; and

an application layer.

4. The mobile device configured for cooperative data
transport of claim 1, wherein the mobile device utilizes an
IP address of the at least one other mobile device.

5. The mobile device configured for cooperative data
transport of claim 1, wherein the mobile device serves as a
wireless access point for the at least one other mobile device.

6. The mobile device configured for cooperative data
transport of claim 1, wherein the first set of server applica-
tion data includes shared server application data that is
communicated over a multipath transport connection
between the application server and the mobile device, the
multipath transport connection comprising a first path that
utilizes the first communication technique and a second path
via the at least one other mobile device that utilizes the
second communication technique.

7. The mobile device configured for cooperative data
transport of claim 1, wherein the first set of server applica-
tion data includes private server application data that is
communicated over a multipath transport connection
between the application server and the mobile device, the
multipath transport connection comprising a first path that
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utilizes the first communication technique and a second path
via the at least one other mobile device that uses the second
communication technique.

8. The mobile device configured for cooperative data
transport of claim 1, wherein a second set of server appli-
cation data intended for the at least one other mobile device
is in an encrypted form when the second set of server
application data is received by the mobile device.

9. The mobile device configured for cooperative data
transport of claim 1, wherein the second communication
technique comprises use of a local wireless protocol.

10. The mobile device configured for cooperative data
transport of claim 1, wherein the mobile device comprises a
cellular phone.

11. The mobile device configured for cooperative data
transport of claim 1, wherein the mobile device further
comprises:

a first wireless communication interface configured to
communicate using the first communication technique;
and

a second wireless communication interface configured to
communicate using the second communication tech-
nique.

12. A method for cooperative data transport, the method

comprising:

transmitting, by a first mobile device, an address via a first
wireless network to an application server, the address
identifying a second mobile device;

receiving, by the first mobile device, information indica-
tive of a connection between the second mobile device
and the application server from the second mobile
device, wherein the connection uses a second wireless
network different than the first wireless network, and
wherein the information indicative of the connection
between the second mobile device and the application
server comprises one or more of a speed of the con-
nection or a latency of the connection;

transmitting, by the first mobile device, the information
indicative of the connection via the first wireless net-
work to the application server;

obtaining, by the first mobile device, mobile application
data formed via execution of a mobile device applica-
tion at an application level, the mobile device applica-
tion being a multi-user application in which the mobile
device and the second mobile device are participating;

transmitting the mobile application data from the first
mobile device to the application server via the first
wireless network;

receiving, by the first mobile device, via the first wireless
network, in response to transmitting the mobile appli-
cation data, a first set of server application data gen-
erated by the application server executing a server
application at the application level that is a cooperative
counterpart to the mobile device application, the first
set of server application data comprising content for
use by the multi-user application on at least one of the
mobile device and the second mobile device, wherein:
the first set of server application data includes:

an indication of being private server application data
so as to be intended for one of the mobile device
or the second mobile device; or

an indication of being shared server application data
so as to be intended for both the mobile device and
the second mobile device; and

one or more of an address of the first mobile device
or the address identifying the second mobile
device; and
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the first wireless network utilizes a first communication
technique;
determining, by the first mobile device, whether the first
set of server application data is private server applica-
tion data or shared server application data;

determining, by the first mobile device, a destination for
the first set of server application data based on an
address included in the first set of server application
data; and

transmitting, by the first mobile device, via a second

communication technique, the first set of server appli-
cation data to the second mobile device upon deter-
mining that the first set of server application data is
shared server application data or upon determining that
the first set of server application data is private server
application data and upon determining that the desti-
nation for the first set of server application data is the
second mobile device, wherein:
the first communication technique and the second com-
munication technique are separate communication
techniques.

13. The method for cooperative data transport of claim 12,
further comprising:

receiving, by the first mobile device, via the first wireless

network, a second set of server application data,
wherein the second set of server application data com-
prises an indication that the second set of server appli-
cation data is intended for the second mobile device;
and

transmitting, by the first mobile device, via the second

communication technique, the second set of server
application data to the second mobile device.

14. The method for cooperative data transport of claim 12,
wherein the first mobile device utilizes an IP address of the
second mobile device.

15. The method for cooperative data transport of claim 12,
wherein the first mobile device serves as a wireless access
point for the second mobile device.

16. The method for cooperative data transport of claim 12,
wherein the first set of server application data includes
shared server application data that is communicated over a
multipath transport connection between the application
server and the first mobile device, the multipath transport
connection comprising a first path via the first communica-
tion technique and a second path via the second communi-
cation technique.

17. The method for cooperative data transport of claim 12,
wherein the first set of server application data includes
private server application data that is communicated over a
multipath transport connection between the application
server and the first mobile device, the multipath transport
connection comprising a first path via the first communica-
tion technique and a second path via the second mobile
device and the second communication technique.

18. The method for cooperative data transport of claim 12,
wherein a second set of server application data intended for
the second mobile device is in an encrypted form when the
second set of server application data is received by the first
mobile device.

19. The method for cooperative data transport of claim 12,
the method further comprising:

receiving, by the second mobile device, via the second

wireless network, a second set of server application
data, wherein the second set of server application data
is to be shared among a plurality of mobile devices that
includes the first mobile device and the second mobile
device; and
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transmitting, by the second mobile device, via the second
communication technique, the second set of shared
server application data to each other mobile device of
the plurality of mobile devices.
20. The method for cooperative data transport of claim 19,
wherein a ratio of the size of the first set of server application
data to the size of the second set of server application data
is at least partially based upon a ratio of bandwidth between
the first mobile device and the first wireless network and
bandwidth between the second mobile device and the second
wireless network.
21. The method for cooperative data transport of claim 12,
wherein first wireless network is a wireless cellular network
and the second communication technique utilizes a local
wireless protocol.
22. The method for cooperative data transport of claim 12,
wherein the second communication technique uses a local
wireless network.
23. The method for cooperative data transport of claim 12,
wherein cooperative data transport allows a game to be
played between users operating the first mobile device and
the second mobile device.
24. An apparatus for cooperative data transport, the appa-
ratus comprising:
means for transmitting, by the apparatus, an address via a
first wireless network to an application server, the
address identifying at least one other apparatus;

means for receiving information indicative of a connec-
tion between the at least one other apparatus and the
application server from the at least one other apparatus,
wherein the connection uses a second wireless network
different than the first wireless network, and wherein
the information indicative of the connection between
the at least one other apparatus and the application
server comprises one or more of a speed of the con-
nection or a latency of the connection;

means for transmitting the information indicative of the

connection via the first wireless network from the
apparatus to the application server;
means for obtaining, by the apparatus, apparatus applica-
tion data formed via execution of an apparatus appli-
cation at an application level, the apparatus application
being a multi-user application in which the apparatus
and the at least one other apparatus are participating;

means for transmitting the apparatus application data
from the apparatus to the application server via the first
wireless network;

means for receiving, via a first communication technique,

by the apparatus, in response to transmitting the appa-
ratus application data, a first set of server application
data generated by the application server executing a
server application at the application level that is a
cooperative counterpart to the apparatus application,
the first set of server application data comprising con-
tent for use by the multi-user application on at least one
of the apparatus and the at least one other apparatus,
wherein:
the first set of server application data includes:
an indication of being private server application data
so as to be intended for one of the apparatus or the
at least one other apparatus; or
an indication of being shared server application data
so as to be intended for both the apparatus and the
at least one other apparatus; and
one or more of an address of the apparatus or an
address identifying the at least one other appara-
tus;
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means for determining whether the first set of server

application data is private server application data or

shared server application data, wherein:

the first set of server application data being determined
to be private server application data indicates that the
first set of server application data is to be transmitted
to one of the apparatus or the at least one other
apparatus based on an address included in the first set
of server application data; and

the first set of server application data being determined
to be shared server application data indicates that the
first set of server application data is to be transmitted
to both the apparatus and the at least one other
apparatus;

means for transmitting, via a second communication

technique, the first set of server application data to the
at least one other apparatus upon determining that the
first set of server application data is shared server
application data or upon determining that the first set of
server application data is to be transmitted to the
second mobile device, wherein:
the first communication technique and the second com-
munication technique are separate communication
techniques.

25. The apparatus for cooperative data transport of claim
24, wherein an amount of server application data received by
the apparatus is at least partially based upon bandwidth
between the apparatus and the first wireless network.

26. The apparatus for cooperative data transport of claim
24, wherein the apparatus utilizes an IP address of the at
least one other apparatus.

27. The apparatus for cooperative data transport of claim
24, wherein the apparatus serves as a wireless access point
for the at least one other apparatus.

28. The apparatus for cooperative data transport of claim
24, wherein the first wireless network is a wireless cellular
network and the second communication technique uses a
local wireless network.

29. The apparatus for cooperative data transport of claim
24, wherein:

the means for receiving is further configured for receiv-

ing, via the first communication technique, a second set
of server application data, wherein the second set of
server application data comprises an indication that the
second set of server application data is intended for the
at least one other apparatus; and

the means for transmitting is further configured for trans-

mitting, via the second communication technique, the
second set of server application data to the at least one
other apparatus.

30. The apparatus for cooperative data transport of claim
24, wherein the apparatus allows a game to be played
between a first user interacting with the apparatus and a
second user interacting with the at least one other apparatus
in communication with the apparatus via the second com-
munication technique.

31. A computer program product residing on a non-
transitory processor-readable medium and comprising pro-
cessor-readable instructions configured to cause a processor
to:

transmit an address via a first wireless network from a first

mobile device to an application server, the address
identifying a second mobile device;

receive, by the first mobile device, information indicative

of a connection between the second mobile device and
the application server from the second mobile device,
wherein the connection uses a second wireless network
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different than the first wireless network, and wherein
the information indicative of the connection between
the second mobile device and the application server
comprises one or more of a speed of the connection or
a latency of the connection;

transmit, by the first mobile device, the information
indicative of the connection via the first wireless net-
work to the application server;
obtain, by the first mobile device, mobile application data
formed via execution of a mobile device application at
an application level, the mobile device application
being a multi-user application in which the mobile
device and the second mobile device are participating;

transmit the mobile application data from the first mobile
device to the application server via the first wireless
network;

receive, in response to the transmitted mobile application

data, a first set of server application data that is gen-
erated by the application server executing a server
application at the application level that is a cooperative
counterpart to the mobile device application and that is
received by the first mobile device via the first wireless
network, the first set of server application data com-
prising content for use by the multi-user application on
at least one of the mobile device and the second mobile
device, wherein:
the first wireless network uses a first wireless tech-
nique;
the first set of server application data includes:
an indication of being private server application data
so as to be intended for one of the first mobile
device or the second mobile device; or
an indication of being shared server application data
so as to be intended for each one of a plurality of
mobile devices;
one or more of an address of the first mobile device
or the address identifying the second mobile
device; and
the plurality of mobile devices comprises the first
mobile device and the second mobile device;
determine whether the first set of server application data
is private server application data or shared server
application data, wherein:
the first set of server application data being determined
to be private server application data indicates that the
first set of server application data is intended for one
of the first mobile device or the second mobile
device based on an address included in the first set of
server application data; and
the first set of server application data being determined
to be shared server application data indicates that the
first set of server application data is intended for each
of the plurality of mobile devices; and

cause the first set of server application data to be trans-

mitted, via a second wireless technique, to the second
mobile device upon determination that the first set of
server application data is shared server application data
or upon determination that the first set of server appli-
cation data is intended to be transmitted to the second
mobile device, wherein:

the first wireless technique and the second wireless

technique are different wireless techniques.

32. The computer program product of claim 31, wherein
an amount of server application data received by the pro-
cessor is at least partially based upon a bandwidth between
the first wireless network and the first mobile device.
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33. The computer program product of claim 31, wherein
the second wireless technique uses a local wireless protocol.
34. The computer program product of claim 31, further
comprising instructions configured to cause the processor to:
receive a second set of server application data via the first
wireless technique, wherein the second set of server
application data comprises an indication that the second
set of server application data is intended for the second
mobile device; and
cause the second set of server application data to be
transmitted, via the second wireless technique, to the
second mobile device.

35. The computer program product of claim 31, wherein
the computer program product functions in conjunction with
a game to be played between a first user operating the first
mobile device and a second user operating the second
mobile device.

36. A system for cooperative data transport, the system
comprising:

a computer system, configured to:

receive, an address from a first mobile device included
in a plurality of mobile devices via a first wireless
network, the address identifying at least one other
mobile device included in the plurality of mobile
devices;
receive, information indicative of a connection between
the at least one other mobile device and the system
from the first mobile device, wherein the connection
uses a second wireless network different than the first
wireless network and wherein the information
indicative of the connection between the at least one
other mobile device and the system comprises one or
more of a speed of the connection or a latency of the
connection;
receive, mobile application data from the first mobile
device, the mobile application data being formed via
execution of a mobile device application at an appli-
cation level, the mobile device application being a
multi-user application in which the first mobile
device and the at least one other mobile device are
participating;
execute, in response to receipt of the mobile application
data, an application at an application level to gener-
ate a first set of server application data that is to be
communicated to the first mobile device, the first set
of server application data comprising content for use
by the multi-user application on at least one of the
first mobile device and the at least one other mobile
device, wherein:
the first set of server application data includes:
an indication of being private server application
data so as to be intended for one of the first
mobile device or the at least one other mobile
device; or
an indication of being shared server application
data so as to be intended for each mobile device
in the plurality of mobile devices;
transmit, via the first wireless network, the first set of
server application data to the first mobile device,
wherein:
the first set of server application data comprises the
address from the first mobile device; and
the indication of being private server application data
or the indication of being shared server application
data and the address from the first mobile device
are configured to be used by the first mobile
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device to determine one or more destinations for
the first set of server application data.
37. The system of claim 36, wherein the computer system
is further configured to:
select, from the plurality of mobile devices, the first
mobile device to receive the first set of server applica-
tion data at least partially based on a first amount of
bandwidth between the first mobile device and the first
wireless network compared with a second amount of
bandwidth between the at least one other mobile device
and the second wireless network.
38. The system of claim 36, wherein the computer system
is further configured to:
execute the application to generate a second set of server
application data that is intended for the at least one
other mobile device and is to be transmitted to the first
mobile device; and
transmit the second set of server application data to the
first mobile device.
39. The system of claim 36, further comprising:
the first mobile device, configured to:
receive the first set of server application data, wherein:
the first set of server application data is received via
the first wireless network using a first communi-
cation technique;
determine whether the first set of server application
data is private server application data or shared
server application data in accordance with the indi-
cation of being private server application data or the
indication of being shared server application data,
wherein:
the first set of server application data being deter-
mined to be private server application data indi-
cates that the first set of server application data is
intended for one of the first mobile device or the
at least one other mobile device based on the
address from the first mobile device;
the first set of server application data being deter-
mined to be shared server application data indi-
cates that the first set of server application data is
intended for each of the plurality of mobile
devices; and
the first set of server application data is received via
the first wireless network; and
transmit the first set of server application data via a
second communication technique to the at least one
other mobile device upon determination that the first
set of server application data is shared server appli-
cation data or upon determination that the first set of
server application data is intended for the at least one
other mobile device based on the address from the
first mobile device, wherein:
the first communication technique and the second
communication technique are different communi-
cation techniques.
40. The system of claim 39, further comprising:
the at least one other mobile device, configured to:
receive the first set of server application data from the first
mobile device via the second communication tech-
nique.
41. The system of claim 40, wherein the computer system
is further configured to:
determine that a second set of server application data is to
be shared among the plurality of mobile devices; and
transmit, via the second wireless network, the second set
of server application data to the at least one other
mobile device.
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42. The system of claim 41, wherein the at least one other
mobile device is further configured to:

receive the second set of server application data via the
second wireless network using a third communication
technique;

determine whether the second set of server application
data is to be shared among the plurality of mobile
devices or whether the second set of server application
data is not to be shared with the plurality of mobile
devices; and

transmit the second set of server application data via the
second communication technique to other mobile
devices of the plurality of mobile devices upon deter-
mination that the second set of data is to be shared.
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